[image: image1.jpg]m Information Technology & Telecommunications






Risk Management Guidelines
Risk Types and Response Strategies (v 1.0)

The purpose of this document is to be a learning tool and provide information and instruction about risk types and risk response planning strategies.
Risk Types 
	Risk Types

	Negative Risk – is a threat that has undesirable consequences for the project.

	Positive Risk – is an opportunity that has desirable consequences for the project.

	Secondary Risk – is a new risk that arises as the result of implementing a risk response plan to a separate risk.

	Residual Risk - is the risk that remains from the original risk after a risk response has been implemented.


Risk Response Strategies

	Negative Risk Strategies

	Avoid – The risk response plan aims to eliminate the risk.

	Transfer – The risk response plan aims to assign the negative consequences from the risk to a third party.

	Mitigate - The risk response plan aims to decrease the probability of the risk occurring and/or the magnitude of its impact.

	Accept – There is no risk response plan. This approach is usually taken when no other response strategy that can be utilized or it is not feasible to utilize another strategy.

	Positive Risk Strategies

	Exploit – The risk response plan aims to increase the probability of the risk occurring to 100% and effectively make it happen.

	Share - The risk response plan aims to assign the positive consequences to a third party.

	Enhance - The risk response plan aims to increase the probability of the risk occurring and/or the magnitude of its impact.

	Accept – There is no risk response plan. This approach is usually taken when no other response strategy that can be utilized or it is not feasible to utilize another strategy.
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